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· 1 – Upsizing The Data

Data.mdb Table and Field Names

· SQL Server (6.5) does not allow embedded spaces or special characters in table and field names, and has a large number (>300) of reserved words.

Create a SQL Server Database

· Use the Enterprise Manager. Consider setting one or more of single-user mode, dbo use only, allow bulk copy/select into, and truncate log on check point. Set enough locks for the upsizer.

Create an ODBC DSN

· From Control Panel ODBC (32-bit), create a Machine (System or User) DSN into the SQL Server database. Use defaults: User Id = “sa”, Password=(blank).

Modify the Upsizing Wizard

· Open \Program Files\Microsoft Office\Office\wzcs97.mda. Open module UT_modUserConstants and set these as required – e.g. Clustering PrimaryKey Indexes.

Open the Data.mdb and Upsize to SQL Server

Consider whether to upsize the structure only and copy data by append query or bcp afterwards.

· Do not upsize the vw_tables (to be re-implemented as Views in SQL Server), or tables zParam, zUser, zXcode or zXficd – these belong to the code.mdb. If necessary, drop the linked copy of zParam in the code.mdb and import it from the data.mdb to make it a local table in the code.mdb.Select DRI rather than cascade via triggers, as we generally do not want cascade update or delete on production databases. Select not to link tables after upsizing.

Export Text Files and Import via BCP

If there is too much data for the Upsizing wizard to handle, you must either use append queries in Access, or export the tables to text files and use bcp to import these into the database after upsizing. You must put the database into single-user mode to be able to run append queries on all but the smallest tables. (In SQL Server 7.0, right-click on the database, select Properties, Options, and check the options you want.) You cannot open ODBC-linked tables in Access datasheet mode whilst the database is in single-user mode: each table uses 2 connections (connection = user)! So remember to unselect Single-User mode when you have run all the append queries.

You will only need to use bcp for the very largest files (> 50000 records), where the append query would run for a very long time and tell you why it couldn’t add any records afterwards. In this case, change the database to allow Select Into/Bulk Copy and follow these guidelines:

Export each table to a text file, specifying  tab field delimiters and no text delimiters, with dates as MDY with / delimiter, 4-digit years and leading zeroes (in the Advanced dialog). Then run bcp: 

bcp <database>.[<owner>].<table> in <table.txt> -c –S<server> –U<uid> -P<pwd>

For example, to load  table ‘Entity’ in database ‘Jbase’ on server ‘NT01’, user ‘sa’, no password:

bcp Jbase..Entity in entity.txt –c –SNT01 –Usa -P

2 – Upsizing The Code

Prepare Code.mdb for Upsizing

Copy the Access ~code.mdb to ~csql.mdb.

Open ~csql.mdb and run Build, Setup, Admin, Pre-Upsize. This saves all field formats, input masks, captions and descriptions to table zXficd, and removes all table links, listing these to tblist.txt.

Post-Upsize Processing

Open ~csql.mdb and link all tables and/or views via the ODBC Machine dsn as per tblist.txt. You will need to specify the PK for views during the link.

Build, Setup, Admin and fill in the ODBC connect string like ODBC;dsn=<dsname>;uid=<userid>;pwd=<password>;

Click on Post-Upsize. This removes the ‘dbo_’ prefix from all linked tables, creates a ZOCS record in table zUser, and restores the relationships and field attributes. Check this by adding all tables to the relationships diagram.

Generate for Client Server

Unfreeze all objects, except form “menu”. Set deltas on and Build, Setup, Admin, Select Generate CS and Build. This generates code for Client/Server operation, including qc~ and qp~ Stored Procedures, and zv~ Views. You may need to rework code for differences between Access/Jet and SQL Server. You can also convert most Access queries into a combination of SQL Server Triggers, Stored Procedures, and Views.

If any stored procedures are reported as not created, then a file containing the SQL text of these is written as “errsql.txt”. You can copy these one by one as new stored procedures into SQL Server and correct the SQL text until they are accepted. 
Client Server Differences in Generated Application

The record source for all combo boxes is via “qc~” stored procedures. The record source for reports, browse and subforms is via “qp~” stored procedures. The record source for Zoomed Edit Add/Change is via generated “zv~” views (hidden tables). The Documentor has options for Stored Procedures, Triggers and Views. This uses a system stored procedure ‘Sp_helptext’ which Post-Upsize should have added to as an Access query to the code.mdb.
The generated code is different as follows: On Current event proc, and <PK qualifier>_LostFocus event.
3 – Deploying A Secure Runtime.mde

DSN-less ODBC Connection

In order to keep the SQL Server database user ids and passwords secure, you need to change the ODBC connection to a DSN-less one, so that these are not visible to users. If you want the application to use ODBC without a Data Source Name (DSN), you must do as follows. Make a copy of ~csql.mdb as ~crun.mdb. Open this mdb and select Build, Setup, Admin. In the ODBC Connect string you must specify the driver, server, and database names instead of the dsn:

ODBC;driver={SQL Server};server=<server>;database=<database>;dsn=;uid=<user>;pwd=<password>;

If there is no ODBC Data Source, the users cannot see the user id or password being used to access the SQL Server database. 

Now, when you select Prepare Runtime, this gives you the option to delete and recreate the links according to  the new ODBC Connect string, as well as removing all reference and development objects from the mdb. The runtime will ignore the shift key held on open and will not allow the database window to be opened at all, thus preventing the user from seeing or doing anything not allowed by the zUser Access Profile. It changes the connection of the linked tables of all MiA-generated Views (zv~ hidden tables in the code.mdb) and Stored Procedures (qc~, qp~, and qq~ Queries in the code.mdb). After this task, you should make an encrypted mde file (Tools, Security, Encrypt, and Tools, Database Utilities, Make mde file) before distributing ~crun.mde on user workstations. In addition to the ~crun.mde, each user workstation will need MIA4.MDA in C:\Program Files\Microsoft Office\Office as well as the Access97 runtime and 32-bit ODBC libraries. The encrypted ~crun.mde should be totally secure. The user cannot see the user id or password, and cannot see or operate on the database other than through the forms and functions provided. He cannot get at table zUser to alter his access profile.

Troubleshooting

If the runtime doesn’t work, replace the intractable mde with a copy of the mdb it was built from. Try a copy which uses an ODBC Data Source (DSN). Try copying the following files from a machine where it does work (your development machine, for example) into the same directories:

C:\Program Files\Common Files\Microsoft Shared\VBA\VBA332.DLL
C:\Program Files\Common Files\Microsoft Shared\DAO\DAO2535.TLB

C:\Program Files\Microsoft Office\Office\MSACC8.OLB

C:\Program Files\Microsoft Office\Office\UTILITY.MDA

C:\Program Files\Microsoft Office\Office\MIA4.MDA

C:\Windows\System\ODBC*.*

C:\Windows\System\SQLSRV32.DLL

